
https://www.holmsecurity.com/nis2


Introduction

Extension of scope

Incident reporting

Stricter penalties

Management responsibilities

Risk management measures

Automated  continuous risk assessments

Cyber hygiene requirements

Holm Security takes you there

Frequently asked questions



1



•

•

•

•

•

•

•

•

•

•

•

•

•

1



2



2







3



3



4



12

4



5



5



6



6



7



7



8



8



9



•

•

•

•

•

•

9



10



10



10

https://www.holmsecurity.com/11-steps-to-nis2-compliance


10



10



NIS2

mailto:sales@holmsecurity.com
https://se.linkedin.com/company/holm-security
https://www.holmsecurity.com/
http://www.holmsecurity.com/nis2

	Slide 1
	Slide 2: Table of contents
	Slide 3: NIS2 Introduction
	Slide 4: NIS2 Introduction
	Slide 5: NIS2 Extension of scope
	Slide 6: The former distinction between Operators of Essential Services (OES) and Digital Service Providers (DSPs) in the original NIS Directive is replaced by a distinction between Essential entities and Important entities. The distinction between the tw
	Slide 7
	Slide 8
	Slide 9: NIS2 Incident reporting
	Slide 10: As already established for NIS, every member state will have a central point of contact for compliance with the Directive as well as a coordinating Computer Security Incident Response Team (CSIRT) or other competent authority for incident report
	Slide 11: NIS2 Stricter penalties & jurisdictional complexities
	Slide 12: NIS2 introduces stricter penalties for non-compliance by Essential and Important entities, including fines of up to 2% of an entity’s annual turnover.
	Slide 13: NIS2 Management responsibilities
	Slide 14: Management accountability is yet another cornerstone of NIS2, as the new directive will obligate management to take ownership of their organizations’ cyber security maturity level. This will include conducting risk assessments and approving risk
	Slide 15: NIS2 Risk management measures
	Slide 16: Risk management measures
	Slide 17: NIS2 Automated & continuous risk assessments
	Slide 18: Automated & continuous risk assessments
	Slide 19: NIS2 Cyber hygiene requirements
	Slide 20: Cyber hygiene requirements
	Slide 21: NIS2 Holm Security takes you there
	Slide 22: Holm Security takes you there
	Slide 23: NIS2 Frequently asked questions
	Slide 24: Frequently asked questions
	Slide 25: Frequently asked questions
	Slide 26
	Slide 27: Frequently asked questions
	Slide 28

